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INTRODUCAO

RESPONSAVEIS PELA Politica de Prevengdo aos Crimes de
Lavagem de Dinheiro, Financiamento ao Terrorismo
Diretoria Juridica e de Compliance

ABRANGENCIA
Fairfax Brasil Seguros Corporativos S/A
Fairfax Brasil Participagdes Ltda, coligadas e controladas

Esta Politica tem por
objetivo: Definir e
estabelecer as diretrizes
para a prevengao,
detecgdo, reporte e
encaminhamento dos

crimes de lavagem de APLICACAO
dinheiro, financiamento ao Imediata

terrorismo e a prolife:‘agﬁo NORMATIVOS VINCULADOS

de armas de destruicdo em Politica de Governanga Corporativa, Cédigo de Etica e
massa, bem como Manual de Boas Praticas; Manual de Due Diligence na
corrupgao (“PLD/FTPC”). Plataforma  Neoway; Politica de  Compliance
(Conformidade); Politica Canal de Denuncias; Politica de
Adequacdo de Produtos e Desenvolvimento de Novos
Produtos; Politica de Contratos e Homologacdo de
Fornecedores; Politica de Novos Projetos; Politica de

Alcadas.
I —
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Historico de
o« o~ Historico de revisdes:
revisoes: #
Versao Data Comentarios
08 25/05/2025 Ajustes no texto do item 1. e sobre procedimento de comunicagéo ao COAF.
Adequacgdes na redagéo do documento para atendimento do Relatério da

07 | 28/02/2025 Auditoria/2025
06 | 24/09/2024 Adequagdes decorrentes do Relatorio de Efetividade — data-base 12.2023
05 | 07/12/2023 Adequagbes pontuais na redagéo do documento
04 11/07/2023 Adequacées pontuais na redagédo do documento
03 30/06/2022 Adequagbes pontuais na redagdo do documento
02 30/08/2021 Adequacébes pontuais na redagédo do documento
01 30/04/2021 Publicagao
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1. INTRODUCAO

O objetivo desta Politica é promover a disseminacdao da cultura,
procedimentos e controles internos destinados a prevengao e combate aos
crimes de lavagem de dinheiro, financiamento ao terrorismo e a
proliferacdo de armas de destruicdo em massa, bem como corrupgao
(“PLD/FTPC”).

Esta Politica é aplicavel a todos os colaboradores, corretores de seguros,
parceiros de negdcios e prestadores de servicos terceirizados, da Fairfax
Brasil Seguros Corporativos SA e Fairfax Brasil Participagdes Ltda, coligadas
e controladas, independentemente do nivel hierdrquico, nos termos da Lei
n? 9.613/1998, lei n? 12.846/2013, lei 13.260/2016 e da Circular Susep
n.612/2020 e demais regulamentos referentes a prevengdo a lavagem de
dinheiro e ao financiamento do terrorismo bem como, cumprir e seguir os
procedimentos previstos nesta Politica.

A Fairfax Brasil Seguros Corporativos S/A e empresas da holding Fairfax,
através de seus administradores e colaboradores, estdo comprometidas
nas medidas de prevengao aos crimes de lavagem de dinheiro, terrorismo
e corrupgdao, bem como, com a efetividade e melhoria continua de suas
politicas, processos, procedimentos e controles internos.

Esta Politica esta assim dividida:

i. Principais aspectos da Lei n? 9.613/1998 e  iv. Principais aspectos da Circular Susep n2
alteracdes, que dispdem sobre os crimes de 612/2020 - que dispde sobre as politicas, os
lavagem ou ocultacdo de bens, direitos e valores a procedimentos e os controles internos
prevencdo da utilizagdo do sistema financeiro para destinados especificamente a prevencdo e
os ilicitos previstos na Lei e que cria o Conselho de combate aos crimes de “lavagem” ou
Controle de Atividades Financeiras — COAF); ocultacdo de bens, direitos e valores, ou aos
crimes que com eles possam relacionar-se,
bem como, a prevencdo e coibicio do
financiamento ao terrorismo e a proliferacao

L ) de armas de destruicdo em massa, bem como
iii. Principais aspectos da Lei n? 13.810/2019, que corrupgdo (“PLD/FTPC”)

dispde sobre o cumprimento de sangdes impostas
por resolucdes do Conselho de Seguranca das
Nacdes Unidas, incluida a indisponibilidade de
ativos de pessoas naturais e juridicas e de
entidades, e a designacao nacional de pessoas
investigadas ou acusadas de terrorismo, de seu
financiamento ou de atos a ele correlacionados;

ii. Principais aspectos da Lei de combate ao
terrorismo n2%s 13.260/2016;

Destaca-se, por oportuno, que esta Politica
nao elimina a necessidade da atenta leitura
dos textos das leis e circulares vigentes.
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Considerando que as Seguradoras também podem servir de canal para o
crime de lavagem de dinheiro e financiamento do terrorismo, a Susep
— Superintendéncia de Seguros Privados, publicou normativos infralegais
para coibir a pratica deste crime através do mercado segurador
brasileiro.

As regras da Susep, bem como a legislagdo em vigor sobre a prevencao a
lavagem de dinheiro e financiamento ao terrorismo devem ser
cumpridas, caso contrario, a seguradora e seus gestores poderdo sofrer
severas penalidades.

Portanto, todos devem tomar conhecimento com muita atencao
do conteudo desta Politica.

2. GOVERNANCA CORPORATIVA DA FAIRFAX

De acordo com a definicdo do Banco Mundial, Governanca Corporativa é “a maneira pela qual o
poder é exercido no gerenciamento dos recursos econdmicos e sociais para o desenvolvimento”.

O Departamento de Compliance, Sistema de Controles Internos (SCl), Estrutura de Gestdo de Riscos
(EGR) e Auditoria Interna, sdo areas complementares, independentes, com reporte direto para a
alta direcao, e que trabalham em conjunto para garantir a boa Governanca Corporativa na Fairfax
Brasil.

Auditoria Compliance

Riscos/BDPO

Seguranga da Fraudes

Informagio pCHD

Técnica Governanga de
Seguranga da
Informacdo
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Sistema de Controles Internos - SCI

(=

A
g Compliance
Risco reputacional; conformidade com
politicas e normativos legais e infralegais;
prevencao aos crimes de lavagem de
dinheiro, financiamento ao terrorismo,
corrupcgao, atuacao em situacoes de
conflito de interesses e canal de denuncia.

Juridico
Consultoria e assessoria juridica na
prevencao de riscos legais e regulatérios e
contencioso.

fT\ Seguranga da Informagao e

Privacidade
Gestao de RiSCOS; PrivaCidade; Fraudes Prevengéo e COibi(;éO aos riscos de

Mapeamento de riscos operacionais; seguranca da informac3o; riscos
mensuragdo de riscos; planos de a¢des. cibernéticos; riscos de privacidade
(vazamento de dados pessoais); riscos de
fraude.

Auditoria
Checagem e supervisdo

2.1. Papéis e Responsabilidades

E muito importante entender o escopo de atuacdo de cada um desses departamentos, para o
cumprimento da Circular Susep n2 612/2020.

Alta administracdo da Fairfax Brasil, responsavel pelos planos e decisGes
JENUENGER estratégicas da companhia.

Alta administracdo da Fairfax Brasil, composta por seis diretores estatutdrios,
it inclusive nomeados perante a Susep para cargos especificos definidos por
e hormativos infralegais, responsavel por auxiliar a presidéncia nos planos e decisdes
estratégicas da companbhia.

Zelar pelo risco reputacional; implementar as politicas e procedimentos de
prevencao aos crimes de lavagem de dinheiro, terrorismo e corrupcao.

Através da Unidade de Conformidade, garantir que as opera¢des da companhia
estejam aderentes com as leis e regulamentacdes aplicaveis, boas praticas e suas
proprias politicas e normativos internos . Responsavel pelo canal de denuncias e
analise de situagdes de conflito de interesses.

Compliance
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2.1. Papéis e Responsabilidades

Diretor
estatutdrio de
prevengao aos

crimes de
lavagem de
dinheiro

Diretor estatutario nomeado para as funcdes de diretor responsdvel pelo
cumprimento do disposto na Lei n2 9.613/98, nos termos da Circular Susep n@
612/2021.

Responsavel por medir e acompanhar a eficicia de todos os processos e
procedimentos da companhia. Conjunto de componentes que fornecem os
SHEGEEI fundamentos e os arranjos organizacionais para a concepc¢do, implementacao,
SIS operacionalizacdo, monitoramento, andlise critica e melhoria continua dos controles
LIELEERN®IN internos através de toda a organizacdo. Faz parte do Sistema de Controles Internos
as seguintes areas de controles: Juridico, Compliance, Riscos, Seguranca da
Informacdo e Auditoria.

Responsavel pelo mapeamento de riscos da companhia, decorrentes de falhas
operacionais, mensuragao de riscos e implementac¢ao de planos de a¢des. Processos
e procedimentos empregados de forma coordenada para identificar, avaliar,
mensurar, tratar, monitorar e reportar os riscos da organizacao, tendo por base a
adequada compreensdo dos tipos de risco, de suas caracteristicas e
interdependéncias, das fontes de riscos e de seu potencial impacto sobre o negdcio.

Gestdo de Riscos

LULTICIER Responsavel por efetuar a checagem e supervisdo.

Responsavel por implementar os desenvolvimentos sistémicos necessarios aos
Il controles internos de prevencdo aos crimes de lavagem de dinheiro, terrorismo e
corrupgao.

A Comissdao de Compliance tem por objetivo decidir, de forma colegiada, os casos
envolvendo suspeita de lavagem de dinheiro, para efeitos de deliberagdo e
implementacao de planos de agdes. As decisdes serdo coletivas, por maioria de
votos. Em caso de empate, o voto soberano serda do diretor responsavel por
lavagem de dinheiro. Os membros votantes da Comissdao de Compliance sdo: 1)
diretor de controles internos e responsavel perante a Susep pela prevencdao aos
crimes der lavagem de dinheiro e terrorismo (também serd desempatador); 2)
diretor es estatutarios convidados, responsavel pela area demandante; 3) diretora
juridica e de compliance; 4) gestor de auditoria.

Comissao de
Compliance

Responsavel por auxiliar o Departamento de Compliance nos treinamentos
Recursos obrigatérios, bem como, implementar a Politica de Compliance junto a todos os
ACILEUCSI -olaboradores.

Responsavel por auxiliar o Departamento de Compliance em inibir pagamentos de
sinistros em que a seguradora possa ser usada como veiculo para lavar dinheiro,
auxiliando também na checagem de informagdes cadastrais de segurados e
beneficiarios de seguros.

Area de Sinistros

POLITICA DE PLD-FT

Versdo maio| 2025




2.1. Papéis e Responsabilidades

e EEIER 530 responsaveis por implementar, em suas respectivas dareas de atuacdes, as
CH[Y:Lel[olNNe[] medidas divulgadas pela area de Compliance, na prevencdo dos crimes de lavagem
LI Sji[C-B de dinheiro, financiamento do terrorismo e corrup¢ao.

Responsavel pelo cadastro de parceiros de negdcios, trabalhando em conjunto com
o Departamento de Compliance, na analise de compliance desses parceiros.

Os colaboradores sdo treinados e nas atividades rotineiras devem sempre estar

Colaboradores . o o .
atentos e auxiliar na deteccdo de operagdes suspeitas.

A Fairfax, com o apoio de sua diretoria e todos os
colaboradores, estd comprometida com os padrdes
éticos e de conduta; treinamentos eficazes e
periddicos; a andlise de prevencdo e mitigacdo de
riscos; a manutencdao de um canal de denuncias
eficaz e confidencial; controles internos eficazes.

A drea de Compliance, que também engloba a
Unidade de Conformidade, é uma das dareas
independentes e autdbnomas, com reporte direto a
alta direcdo e que faz parte do Sistema de Controles
Internos.

Presidéncia

v

SCI — Sistema de Controles Internos

/\ -

Unidade de Conformidade - Unidade de Gestao de Unidade Auditoria
Compliance Riscos Interna
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IEstrutura Organizacional e de Compliance

Juridica & Compliance, e subordinada a Diretoria Estatutdria de Controles Internos, é

@ No que se refere a estrutura do Departamento de Compliance, que faz parte da Diretoria
composta da seguinte maneira:

-
Presidéncia
- * A
R
Diretoria Estatutaria
\ S
a ‘ Yy
Comissao de Compliance
v
é )
Diretoria Juridica e de Compliance
\ J
ali
1 Lmhar de Defesa 22 Linha de Defesa 32 Linha de Defesa
Unidades . -
Compliance Auditoria

Operacionais

Diretoria Juridica e de Compliance

o

¥
[ Gerente de Compliance ]
¥
a Y
Analista de Compliance
\. V.
a 3y
Analista de Compliance
\. 7
a ‘ Yy
Assistente de Compliance
\ 7
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3. Lei n2 12.683 de 09 de julho de 2012 e Circular Susep n2
612/2020 - Sistema Brasileiro de Preven¢ao a Lavagem
de Dinheiro e ao Financiamento ao Terrorismo:

3.1. Conceito:

Em 03 de Marco de 1998, o Brasil, dando
continuidade aos compromissos internacionais
assumidos a partir da assinatura da Convencao
de Viena de 1988, aprovou, com base na
respectiva Exposicdo de Motivos, a chamada Lei
de Lavagem de Dinheiro ( Lei n2 9.613),
atualmente alterada pela Lei n? 12.683, de
09.07.2012.

Com a alteracdo trazida pela Lei n2
12.683/2012, qualquer infragdo penal
relacionada com as situagdes previstas no
artigo 12 desta Lei, caracteriza o crime de
lavagem de dinheiro.

Também estd sujeito a mesma pena, quem se
utiliza de atividade economica ou financeira, de
bens, de diretos ou de valores decorrentes de
crimes.

De acordo com esta Lei, considera-se crime de lavagem de dinheiro:

\ “Art. 12 Ocultar ou dissimular a natureza, origem, localizacdo, disposi¢do,

\ movimentacéo ou propriedade de bens, direitos ou valores provenientes, direta ou
au

indiretamente, de infragcdo penal. Pena: reclusdo, de 03 (trés) a 10 (dez) anos e multa.

$ 19 Incorre na mesma pena quem, para ocultar ou dissimular a utilizacGo de bens,
direitos ou valores provenientes de infragéo penal:

os converte em ativos licitos;

os adquire, recebe, troca, negocia, dd ou recebe em garantia, guarda, tem em
depdsito, movimenta ou transfere;

importa ou exporta bens com valores ndo correspondentes aos verdadeiros.

$ 22 Incorre, ainda, na mesma pena quem:

I - utiliza, na atividade econémica ou financeira, bens, direitos ou valores que sabe
serem provenientes de qualquer dos crimes antecedentes referidos neste artigo;
utiliza, na atividade econémica ou financeira, bens, direitos ou valores provenientes de
infracdo penal; (Redag¢do dada pela Lei n® 12.683, de 2012);

participa de grupo, associagcdo ou escritorio tendo conhecimento de que sua atividade
principal ou secunddria é dirigida a prdtica de crimes previstos nesta Lei”.
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Fases do Crime de Lavagem de Dinheiro

Assim, o crime de lavagem de dinheiro caracteriza-se por um conjunto de operacdes comerciais ou
financeiras que buscam a incorporacdo na economia de cada pais, de modo transitério ou
permanente, de recursos, bens ou valores de origem ilicita e que se desenvolvem por meio de um
processo dindmico que envolve, teoricamente, trés fases independentes que, com frequéncia,
ocorrem simultaneamente: Colocagao, Ocultagao e Integragao.

COLOCACAO

A colocacdo caracteriza-se pela colocacdo do dinheiro no sistema econ6mico, objetivando ocultar
sua origem e tem as seguintes caracteristicas:

* Criminoso costuma movimentar o dinheiro em paises com regras mais permissivas e naqueles
gue possuem um sistema financeiro liberal.

A colocacdo se efetua por meio de depésitos, compra de instrumentos negociaveis ou compra de
bens.

Para dificultar a identificacdo da procedéncia do dinheiro, os criminosos aplicam técnicas
sofisticadas e cada vez mais dindmicas, tais como o fracionamento dos valores que transitam
pelo sistema financeiro e a utilizacdo de estabelecimentos comerciais que usualmente
trabalham com dinheiro em espécie.

OCULTACAO

A ocultacdo consiste em dificultar o rastreamento contabil dos recursos ilicitos e tem as seguintes
caracteristicas:

* objetivo é quebrar a cadeia de evidéncias ante a possibilidade da realizacdo de investigacOes
sobre a origem do dinheiro.

* 0s criminosos buscam movimentar o dinheiro de forma eletrdnica, transferindo os ativos para
contas andnimas — preferencialmente, em paises amparados por lei de sigilo bancdrio — ou
realizando depdsitos em contas "fantasmas".

INTEGRACAO

A integragao consiste em incorporar os ativos provenientes do crime no sistema econémico e tem
as seguintes caracteristicas:

* As organizagdes criminosas buscam investir em empreendimentos que facilitem suas atividades
podendo tais sociedades prestarem servicos entre si.

* Uma vez formada a cadeia, torna-se cada vez mais facil legitimar o dinheiro ilegal.
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Fases do Crime de Lavagem de Dinheiro

Primeira fase: Segunda fase: Terceira fase:
Colocagao Ocultagao Integragao
Dinheiro ingressa no sistema O rastreamento da origem O dinheiro esta “lavado”.

financeiro. do dinheiro é dificultado.

)
e_

Dinheiro
sujo

®

®)

Assim, torna-se necessario identificar toda e qualquer operacdo suspeita, principalmente na
colocagdao do dinheiro proveniente do crime no sistema financeiro, e comunicar o fato as
autoridades. Se isso ndao ocorrer, o dinheiro do crime sera integrado as operagdes legais
corrigueiras e ndo sera mais possivel pegar os criminosos.

3.2. Atribuicoes legais na preveng¢ao e coibicao dos crimes
de lavagem de dinheiro e financiamento ao terrorismo

O arcabouco legal brasileiro para lidar com o problema da lavagem de dinheiro foi definido pela Lei
n2 12.683, de 09 de julho de 2012, que alterou a Lei n2 9.613, de 3 de margo de 1998, a qual dispbe
sobre as medidas legais necessarias, a definicdo do crime de lavagem de dinheiro, as medidas
preventivas, o sistema de comunicacdo de operagdo suspeita, a criacdo do COAF — Conselho de
Controle de Atividades Financeiras e os varios mecanismos de cooperacdo internacional.

Referida Lei, combinada com a Circular Susep n2 612/2020, obriga as sociedades seguradoras e de
capitalizacdo; os resseguradores locais e admitidos; as entidades abertas de previdéncia
complementar; as sociedades cooperativas autorizadas a funcionar pela Susep; as sociedades
corretoras de resseguro; as sociedades corretoras de seguros, de capitalizacdo e de previdéncia
complementar aberta, a adotarem politicas, procedimentos e os controles internos destinados a
prevencao e ao combate aos crimes de lavagem e dinheiro e financiamento ao terrorismo.

Assim, os procedimentos e controles internos devem ser efetivos e consistentes com a natureza,
complexidade e riscos das operacdes realizadas, baseados nas seguintes premissas:

i. Identificacdo;
ii. Avaliacdo;
iii. Controle e monitoramento dos riscos.

A Lei n2 12.683, de 09 de julho de 2012, que alterou a Lei n2 9.613, de 3 de margo de 1998, atribuiu
as pessoas juridicas de diversos setores econOmico-financeiros maior responsabilidade na
identificacdo de seus respectivos clientes e manutencdo de registros de todas as operacdes e na
comunicag¢do de operagdes suspeitas aos 6rgdos responsdveis, incluindo o COAF, sujeitando-as
ainda as penalidades administrativas pelo descumprimento das obrigacgdes.
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3.3. Identificacao, avaliacao, controle e monitoramento
dos riscos:

Conheca o seu Colaborador (KYE — Know Your

Uma das praticas Employee);

fundamentais na prevencao
aos crimes de lavagem de
dinheiro e financiamento ao

terrorismo € a identificagdo da Conheca o seu Cliente (KYC — Know Your Client);

partes com as quais a empresa
mantem relacionamento. Tais
praticas, dentro de
Compliance, sdo conhecidas
como:

Conheca o seu Parceiro//Prestador de Servigo (KYP —
Know Your Partner — KYS — Know Your Supplier).

Sendo assim, para cumprimento das praticas acima, os procedimentos devem incluir a obtencdo, a
verificacdo e a validacdo da autenticidade de informacgdes de identificacado.

Para tanto, utilizamos ferramentas que nos disponibilizam a consulta através da confrontacdo
dessas informacgGes com as disponiveis em bancos de dados de carater publico e privado.

Dessa forma, para identificacdo de nossos clientes, colaboradores, parceiros e prestadores de
servicos, poderemos solicitar, minimamente, as seguintes informacoes:
U
E I- Quando pessoa natural:
a) nome completo;
b) nimero de inscricdo no Cadastro

de Pessoas Fisicas (CPF); e
c) endereco residencial.

HHHE - Quando pessoa juridica:
a) a denominacgdo ou razao social;
b) o nimero de identificacgdo no Cadastro Nacional de Pessoa Juridica (CNPJ), ou
registro equivalente para as empresas isentas do CNPJ;
c) endereco da sede;
d) as informagGes do subitem | para controladores até o nivel de pessoa natural,
principais administradores e procuradores; e
e) as informacdes do subitem | para beneficiarios finais.

No processo de identificacdo, além das informagdes acima, também levamos em consideragdo se
se trata de uma Pessoa Politicamente Exposta (PEP), bem como informagdes que avaliam a
capacidade financeira da pessoa fisica (renda) ou juridica (faturamento) e tais condi¢des sao
avaliadas em nosso processo de due diligence, de acordo com os critérios de riscos estabelecidos
pela Companhia.

Com todas as informacbes que possibilitam a identificacdo dos nossos colaboradores, clientes,
parceiros e prestadores de servicos, a Companhia adota critérios de avaliacdo e mensuracdo de
riscos, para determinar em qual momento do relacionamento tais informacgdes serdo validadas, o
gue poderad variar, desde o momento da proposta de seguro, até o sinistro, o que é determinado de
acordo com o perfil de risco mapeado para a pessoa e/ou produto contratado.
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Identificacao, avaliagao, controle e monitoramento dos
riscos:

3.3.1. Conheca seus Colaboradores
(KYE — Know Your Employee)

Cabe ao Departamento de Pessoas e Sustentabilidade (Recursos Humanos) da Fairfax, obter as
informacBes necessarias para a identificacdo do colaborador, solicitando, ao menos, aquelas
relacionadas no subitem |, do item 3.3. O departamento de Compliance serd o responsavel por
fazer a confrontacdo das informacdes obtidas pelo Departamento de Pessoas e Sustentabilidade
(Recursos Humanos), através de ferramenta de consulta de dados publicos e privados, a qual tera
por base os critérios estabelecidos no perfil de riscos aprovado pela Companhia.

A cada nova contratacdo, o Departamento de Pessoas e Sustentabilidade (Recursos Humanos)
deverd enviar as informagbes minimas necessdrias do colaborador, para que o Departamento de
Compliance possa fazer a andlise de due diligence e, anualmente, a base de colaboradores devera
passar por nova consulta, para fins de monitoramentos do perfil de riscos de todos.

E de responsabilidade do Departamento de Pessoas e Sustentabilidade (Recursos Humanos)incluir
e manter atualizado nos sistemas de controles da Fairfax, as informacOes cadastrais dos
colaboradores, garantindo que tais informagdes sejam transmitidas de forma transparente ao
Departamento de Compliance.

3.3.2. Conhecga seus prestadores de
servigos, corretores de seguros,
resseguradores, brokers de
resseguro e demais parceiros de
negocios

(KYP — Know Your Partner — KYS -
Know Your Supplier)

Sempre que parceiros, prestadores de servicos terceirizados, fornecedores, corretores, brokers de
resseguro e demais parceiros de negdcio desejarem ter relacionamento comercial com a Fairfax,
deverao disponibilizar as informac¢des e documentos necessdrios para a sua devida identificacdo,
sendo tais documentos, minimamente, os seguintes:

eEstatuto/Contrato Social atualizado;

oEleicdo da diretoria/procuragdes, conforme o caso;

eComprovante de endereco;

eCopia do CNPJ;

eCopia do CNPJ dos sécios PJ. Se houver sécio PF, copia do RG e CPF do sécio relevante
(acima de 5% de participagao).

eFormulario de Compliance de homologacgao, preenchido e assinado.
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Identificacao, avaliacao, controle e monitoramento dos
riscos:

Com as informacdes e documentos cadastrais disponibilizados, a Companhia realizara o
procedimento de homologacado, para avaliar a viabilidade do relacionamento comercial, de acordo
com os critérios de avaliacdo de riscos definidos.

a'am'a Anualmente, as informagGes cadastrais serdo confrontadas em ferramenta de consulta de
banco de dados publicos e privados, para verificar se o perfil de risco avaliado no inicio da
contratacdo ainda é o mesmo e o Departamento de Compliance sera acionado, em caso
de alteragao.

3.3.3. Conhega seu cliente:
(KYC — Know Your Client)

Para fins da presente Politica, entenda-se “cliente”, o segurado, o tomador, o beneficiario e
gualquer outra identificacdo que possa ter, para se referir ao destinatario final da indenizacado
do seguro.

As informacdes cadastrais do cliente, englobam aquelas estipuladas nos subitens |, Il do item
3.3,, serdo obtidas no momento da contrata¢do do seguro.

Em caso de seguro coletivo, os documentos e informac¢des cadastrais dos segurados serdo
mantidos no Estipulante e compartilhados com a companhia, sempre que solicitado.

Cabe a area de sinistros, no momento da liquidacdo do sinistro, fazer a verificacdo, validacdo
e/ou atualizacdo de informacbes cadastrais do cliente, através da obtencdo dos documentos
cadastrais minimos exigidos no artigo 20 da Circular Susep n2 612/2020, que sdo 0s mesmos
estipulados nos subitens |, Il do item 3.3., acima.

A validacdo da autenticidade das informacGes cadastrais ocorre por meio de ferramenta, que
toma por base a consulta a bases de dados de carater publicos e privados que, em conjunto com
os critérios de riscos estabelecidos pela Companhia, define o perfil de risco do cliente e avalia se
0 mesmo atende ao apetite de risco da Fairfax.

Dentro dos parametros de apetite de riscos da Companhia, as informacdes cadastrais do cliente
serdo confrontadas na ferramenta de consulta de banco de dados publicos e privados em uma
periodicidade que podera variar de acordo com o perfil de risco de cada cliente, podendo ser
anual, semestral ou sempre que houver uma alteragdo no status da apolice (cancelamento ou
renovacgao).

De acordo com os critérios e parametros estabelecidos pela Fairfax, em sua avaliagdo interna de
riscos, o Diretor responsavel pelo cumprimento da Lei n? 9.613, de 1998 (Lei de Prevengdo e
Combate ao Crime de Lavagem de Dinheiro e Financiamento ao Terrorismo) e Circular Susep
n.612/2020, podera, exceto para os casos classificados como de maior risco, dispensar
procedimentos de due dilligence destinados ao fim de conhecer os clientes.
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3.4. COAF - Conselho de Controle de Atividades Financeiras

A Lei n? 9.613/98, alterada pela Lei n? 12.683/2012, criou o COAF — Conselho de
Controle de Atividades Financeiras, 6rgao vinculado ao Ministério da Fazenda para
cuidar dos assuntos ligados a lavagem de dinheiro e financiamento ao terrorismo.

Dentro do que é estabelecido em nossas diretrizes de prevenc¢do e combate ao crime de lavagem de
dinheiro , financiamento do terrorismo, proliferacdo de armas de destruicdo em massa, todos sao

responsaveis por prevenir e coibir a pratica de tais crimes.

Dentro dessa obrigacdo, a Circular Susep n.612/2020, estabeleceu a identificacdo de situacbes ou
operacdes suspeitas, as quais, quando presentes no dmbito do seguro, devem ser comunicadas ao

COAF.

Sempre que identificada uma operacdo ou situacdo suspeita, deve ser enviado um e-mail para o
compliance@fairfax.com.br com a descri¢ao e evidéncias da ocorréncia.

As situacOes ou operagOes suspeitas reportadas, terdo o seguinte ciclo de andlise dentro da

companhia:

® ° . Reporte é

. o N . N o realizado a
® Recebimento da® Inicio da analise Elaboragdo do Avaliagao do partir de 24
ocorréncia pelo °® da situacao, parecer no ambito caso pela horas apés a

e Departamento de dentro do prazo da Geréncia de Diretoria de decis3o da

® Compliance ias Utei i i : .
P de 5 dias Uteis. Co_m;‘)llapce, para Compliance. Bireierts al
o ‘e’ [ ] envio a Diretoria de Compliance
Compliance

Além do procedimento acima, a comunicagao é realizada de forma automatica, ndo dependendo de
qualguer analise ou juizo de valor, dentro do prazo de 24 (vinte e quatro) horas, a partir da
confirmacgdo das seguintes situagdes:

i. Operacg0Oes realizadas com pagamento de prémio, contribuicdo, aporte e aquisicao de
titulo de capitalizacdo em espécie, em valor igual ou superior a RS 10.000,00 (dez mil

reais); ou
ii. pagamentos de resgates, indenizagGes ou sorteios, realizados em conta no exterior,

mediante gerac¢do do cddigo Swift da operacdo, em valor igual ou superior a RS
100.000,00 (cem mil reais).

Além disso, como forma de mapeamento, monitoramento e controle dos casos que devem ser
comunicados ao Coaf, também realizamos a captura das situacGes e operacdes suspeitas, descritas
no artigo 36 da Circular Susep n? 612/2020, em dois momentos:

a) No momento do pagamento do sinistro, onde o regulador, podera identificar o motivo da
operacgao suspeita, se for o caso, desde que tenhamos evidéncias suficientes para tanto;

b) Mensalmente, através de contato direto com os departamentos da Companhia, para saber se no
més foram identificadas situacdes ou operag¢des suspeitas.
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3.4. COAF - Conselho de Controle de Atividades Financeiras

Nesta hipdtese de caracterizacdo de operacao suspeita, o Departamento de Compliance e Juridico
serdo acionados. O Departamento de Compliance fard a analise para reporte ao Coaf e o
Departamento Juridico dara recomendacgles juridicas para proteger a companhia no caso de
pagamento da indenizagdo.

Para o disposto neste item, entende-se como situacGes ou operacdes suspeitas, as descritas no
artigo 36 da Circular Susep n? 612/2020:

@ i. Contratagdo, por estrangeiro ndo residente no Brasil, de apdlice de seguro na
Fairfax Brasil;

ii. Propostas ou operagdes incompativeis com o perfil socioecon6mico, capacidade
financeira ou ocupacdo profissional do cliente, beneficidrio, terceiros, e outras
partes relacionadas;

iii. Propostas ou operacoes discrepantes das condigdes normais de mercado;

iv. Pagamento a beneficiario sem aparente relagdao com o contratante de seguros;

v. Mudanga de titular do negécio ou bem imediatamente anterior ao sinistro;

vi. Pagamento de prémio fora da rede bancaria;

vii.Pagamento de prémio por pessoa estranha a operacdo ou desobrigada a esse
pagamento;

viii.Transag0es cujas caracteristicas peculiares, principalmente no que se refere as
partes envolvidas, valores, forma de realizacdo, instrumentos utilizados, ou pela
falta de fundamento econdmico ou legal, mesmo que tragam vantagem a Fairfax, ao
ressegurador ou ao corretor, possam caracterizar indicio de lavagem de dinheiro,
financiamento do terrorismo, ou de qualquer outro ilicito;

ix. Utilizacao desnecessaria de uma rede complexa de corretoras de resseguro para a
contratagdo de resseguro ou retrocessao;

X. Avisos de sinistros aparentemente legitimos, mas com frequéncia anormal;

xi.Variagoes relevantes de importancia segurada sem causa aparente;

xii.Pagamentos de indenizac¢des realizadas no exterior acima de R$100.000,00;

xiii.Propostas ou operagdes em que nao seja possivel identificar o beneficiario final,
no processo de identificacao.

3.4.1. Situagoes de dispensa de aviso ao COAF

Nas situacdes em que o Departamento de Compliance entender que nao se trata de uma operagao
suspeita para efeitos de reporte ao Coaf, a Diretora de Compliance providenciard o devido parecer
no prazo de 05 dias a contar da anadlise efetuada pelo analista de Compliance, e enviard o pedido de
dispensa de reporte ao Coaf ao Diretor de Controles Internos, acompanhado de informacgdes e
documentos que embasam a dispensa.
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3.5. Leis n2s 13.260/2016 e Lei n? 13.810/2019 de
combate ao terrorismo e indisponibilidade de ativos de
quaisquer valores e cumprimento de san¢Ges impostas
por resolucoes do Conselho de Seguranca das Nacoes
Unidas - CSNU, incluida a indisponibilidade de ativos de
pessoas naturais e juridicas e de entidades, e a
designacao nacional de pessoas investigadas ou acusadas
de terrorismo, de seu financiamento ou de atos a ele
correlacionados:

Nos termos da Lei n2 13.260/2016, sdo atos terroristas:

I.  Usar ou ameagar usar, transportar, guardar, portar ou trazer
consigo explosivos, gases toxicos, venenos, conteudos
biolégicos, quimicos, nucleares ou outros meios capazes de
causar danos ou promover destruigdo em massa, sabotar o
funcionamento ou apoderar-se, com violéncia, grave ameaga a
pessoa ou servindo-se de mecanismos cibernéticos, do controle
total ou parcial, ainda que de modo temporario, de meio de
comunicac¢ao ou de transporte, de portos, aeroportos, estacdes
ferroviarias ou rodoviarias, hospitais, casas de saude, escolas,
estadios esportivos, instalagdes publicas ou locais onde
funcionem servigos publicos essenciais, instalacdes de geracao
ou transmissao de energia, instalagdes militares, instalagdes de
exploracdo, refino e processamento de petrdleo e gas e
instituicGes bancdrias e sua rede de atendimento;

Il. atentar contra a vida ou a integridade fisica de pessoa.

A pena é a reclusdo, de doze a trinta anos, além das sanc¢Ges
H correspondentes a ameaca ou a violéncia.

Por sua vez, a Lei n2 13.810/2019, que tem por objetivo combater o crime de terrorismo, prevé que
pessoas investigadas ou acusadas de terrorismo, de seu financiamento ou de atos a ele
correlacionados, podem sofrer sangdes impostas por resolu¢ées do Conselho de Seguranca das
Nagdes Unidas - CSNU, incluida a indisponibilidade de ativos de pessoas naturais e juridicas e de
entidades. Assim, em razdo da executoriedade imediata na Republica Federativa do Brasil das
resolucbes sancionatérias do CSNU e as designacGes de seus comités de sancdes, ficam as
instituicoes financeiras brasileiras obrigadas a cumprir os embargos e sangoes internacionais.

Sendo assim, todos os oficios do Poder Judicidrio e/ou Orgdos Governamentais, incluindo a Susep,
relacionados a bloqueios/indisponibilidade de bens e/ou inclusdo de pessoas em restritivos
nacionais e/ou internacionais, relacionados a lavagem de dinheiro e financiamento do terrorismo,
sdo recebidos pelo Departamento de Compliance, que aciona a area de Tl, para a realiza¢dao do
rastreamento sistémico, para verificagdao de relacionamento com tais pessoas, para que eventuais
medidas de devida diligéncia sejam adotadas.
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O Departamento de Compliance é o responsavel pelo controle dos oficios e cartas circulares da

Susep, principalmente pela divulgacdo a Companhia, das restricdes impostas a pessoas e/ou paises
com embargos e sancoes pelo CSNU.

Além disso, através da ferramenta de consulta de banco de dados de carater publico e
privado utilizada pela Companhia, o Departamento de Compliance também realiza
consulta de segurados em listas internacionais de embargos e san¢fes e garante que a
ferramenta esteja sempre atualizada, quando do recebimento de Oficios pela Susep
que enquadrem pessoas com embargos e sangoes.

Assim, no que se refere ao cumprimento da Lei n? 13.810/2019, no momento da subscri¢cio do
risco e do pagamento de um sinistro, conforme critérios definidos na Avalia¢do Interna de Riscos,
se o CNPJ e CPF do segurado e/ou beneficiario tiver alguma sang¢do imposta por resolucdes do
CSNU, o Departamento de Compliance sera envolvido para analise da san¢do e/ou restri¢cdo
imposta. A analise ocorrerd em até 05 dias Uteis, com parecer de compliance sobre as medidas a
serem tomadas, como reporte ao COAF, no prazo de 24 horas a contar da conclusdo da analise.

I3.6. Treinamentos

Os novos colaboradores
recebem 0s seguintes
treinamentos no momento do
onboarding, ou seja, no primeiro
dia de trabalho :

i.Prevengdao aos crimes de
lavagem de dinheiro, terrorismo
€ corrupgao;

ii.Cédigo de Etica e de Conduta;
iii.Compliance.

Ao longo da jornada do colaborador dentro da Companhia, adotamos como medidas de
desenvolvimento da cultura organizacional voltadas a prevencdo a lavagem de dinheiro e ao
financiamento do terrorismo, o envio de comunicados periédicos sobre os temas, bem como
realizagcao de cursos de reciclagem que ocorrem a cada dois anos.

O Departamento de Pessoas e Sustentabilidade (Recursos Humanos-RH) é o responsavel pela

convocacdo dos colaboradores e controle de presenca, tanto no curso de onboarding, quanto no
curso de reciclagem.

Na contratacdao de servigos externos, credenciamento de corretores de seguros e demais parceiros
de negdcio, por ocasido da formalizagdo do contrato, o Departamento de Compliance informa o
caminho no site da Fairfax para acesso ao treinamento de prevengdo aos crimes de lavagem de
dinheiro, financiamento ao terrorismo e corrupc¢do, bem como, o Cédigo de Etica e de Conduta.

No caso de parceiros de negdcios, como corretores de seguros, broker de resseguros e
resseguradores, por também estarem sujeitos a fiscalizacdo da Superintendéncia de Seguros
Privados — Susep e cumprimento da Circular Susep n? 612/2020, ndo receberdo o treinamento de
prevenc¢ao aos crimes de lavagem de dinheiro, financiamento do terrorismo e corrup¢do, mas serdao
instruidos a consultarem o site da Fairfax para leitura e compreensdo do Cédigo de Etica e Conduta,
do Manual de Boas Praticas e da presente Politica.
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3.7. Comissao de Compliance e Departamento de
Compliance

o [ 4 @® O objetivo da Comissdo de Compliance é analisar e decidir em conjunto com o diretor

[ - . , . N ~
' ‘ estatutario de controles internos, também responsavel perante a Susep pela prevencao e
‘ combate aos crimes de lavagem de dinheiro, e financiamento ao terrorismo ou corrupcao.

As decisOes serdo coletivas, por maioria de votos. Em caso de empate, o voto soberano sera do
diretor responsavel perante a Susep pela prevencdo e combate aos crimes de lavagem de dinheiro e
financiamento ao terrorismo.

Os membros votantes da Comissdao de Compliance s3o:

Diretor de controles internos, responsavel perante a Susep pelo cumprimento das normas de
prevencdao e coibicdo aos crimes de lavagem de dinheiro e terrorismo (também serd

desempatador);

Diretor estatutario convidado, responsavel pela area demandante;

Diretora juridica e de compliance;

Gestor de auditoria.

Os assuntos sob a responsabilidade da Comissdao de Compliance sdo:

i. Andlise de operagdes suspeitas para efeitos de deliberagdao quanto a eventual dispensa de reporte

ao COAF;

ii. Analise de operag¢des suspeitas para efeitos de deliberagdao quanto a emissdao ou ndo de um
seguro;

lii . iii. Andlise de operagdes suspeitas para efeitos de deliberagdao quanto ao pagamento de
um sinistro, com suspeitas de fraude ou mesmo lavagem de dinheiro ou financiamento do terrorismo

ou proliferagdao de armas de destruicao em massa;
iv. Andlise de operagdes suspeitas, envolvendo colaboradores, clientes, prestadores de servigos e

parceiros de negdcios;
v. Defini¢do de planos de ag¢des para cumprimento da Circular Susep n2 612/2020.

A Comissdao de Compliance se reune a cada bimestre ou em periodicidade menor, sempre que
necessario.

Da reunido serd lavrada uma ata, que junto com o relatdrio do caso e a decisdo tomada serdo
arquivados na rede corporativa, no Departamento de Compliance.

O Departamento de Compliance é a d4rea responsavel pela prevencdo e coibicdo ao risco
reputacional da empresa; garantir a conformidade com politicas e normas; e garantir as medidas
prevencdo aos crimes de lavagem de dinheiro, financiamento ao terrorismo e proliferacdo de armas
de destruicao em massa.
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Com relacdo a repressao aos crimes de lavagem de dinheiro,
financiamento ao terrorismo, proliferacdo de armas de destruicdo em

massa e corrupcdao, o Departamento de Compliance, terd como |
atividades:

v Implementar sistemas e procedimentos para o monitoramento, a
selecdo e a analise de operacgdes e situacdes suspeitas;

v’ Efetuar o reporte de operagdes suspeitas ao COAF;

v/ Coordenar a gestdo do programa de prevenc¢do aos crimes de
lavagem de dinheiro, financiamento ao terrorismo, proliferacao de
armas de destruicdo em massa e corrupgao;

v Submeter para anélise da Comissdo de Compliance, as operacdes e
situacdes suspeitas envolvendo segurados, colaboradores, |
prestadores de servigos e parceiros de negdcios;

v’ Subsidiar o diretor estatutdrio, responsdvel pela prevenc¢do aos
crimes de lavagem de dinheiro junto a Susep, com relacdo as acdes
em andamento de monitoramento, avaliacdo e analise de operacdes
e situacdes suspeitas; :

v’ Realizar treinamento de prevenc¢do aos crimes de lavagem de

dinheiro, financiamento do terrorismo, proliferacdo de armas de

destruicdo em massa e corrupcdo, Codigo de Etica e Conformidade

e disseminar a cultura de prevengao.

3.8. Due dilligence, monitoramento e controle da
efetividade dos controles internos de preveng¢ao aos crimes
de lavagem de dinheiro, financiamento do terrorismo e
proliferagao de armas de destruicao em massa

Anualmente, até o dia 31 do més de mar¢o do ano subsequente, sera realizada a avaliacdo da
efetividade dos controles internos adotados pela companhia como métodos de prevengdo aos
crimes de lavagem de ,financiamento do terrorismo e proliferacdo de armas de destruicdo em massa,
com o objetivo de verificar o cumprimento da presente Politica e dos procedimentos estabelecidos
para sua implementacdo e monitoramento continuo, bem como identificar e corrigir eventuais
deficiéncias. Essa avaliacdo serd efetuada através do Departamento de Auditoria, que podera
contratar ou ndo consultor terceirizado para a realizacdo do trabalho, nos termos do Capitulo Xl da
Circular Susep n.612/2020.

I 3.9. Registro das Operag¢oes envolvendo pagamentos

Todos os pagamentos efetuados pela Companhia, seja em razao de sinistros liquidados, devolugao
de prémio, pagamento de servicos, pagamento as congéneres, deverdao ser suportados por
documentos que justifiguem tais pagamentos. Os documentos ficardo arquivados nas dareas
responsaveis pela solicitacdo do pagamento.

Nenhum sinistro é pago ou prémio devolvido sem contabilizacdo nos registros oficiais da Companhia.
O sistema ERP (Join) contempla o registro eletrénico de todas as operacgdes financeiras relacionadas
a seguro. Além do registro no sistema, na pasta eletrénica de sinistro, que é carregada no sistema, ha
documentos comprobatérios da operacdo, bem como, fica registrado no sistema os prémios
recebidos e devolvidos. O mesmo ocorre com pagamentos a prestadores de servicos.
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3.13. Avaliacao Interna de Risco

Nos termos do artigo 62 e Capitulo VI da Circular Susep n2 612/2020, a Companhia deve fazer uma
Avaliacdo Interna de Risco, que contemplard critérios de riscos para todos os | - clientes; Il -
beneficiarios; Ill - modelo de negdcio e a adrea geografica de atuacdo; IV - operacdes, transacoes,
produtos e servicos, abrangendo todos os canais de distribuicdo e a utilizacdo de novas tecnologias;
e V - atividades exercidas pelos colaboradores, parceiros e prestadores de servigcos terceirizados,
com o objetivo de identificar, compreender e mensurar o risco de utilizacdo de seus produtos e
servicos na pratica da lavagem de dinheiro, financiamento do terrorismo e proliferacdo de armas de
destruicdo em massa.

A Avaliacdo Interna de Riscos, serd reavaliada a cada dois anos, nos termos do artigo 15, Ill da
Circular Susep n? 612/2020 ou sempre que for necessario.

3.11. Desenvolvimento de novas tecnologias

A avaliacdo de riscos de lavagem de dinheiro,financiamento do terrorismoe proliferacdao de armas de
destruicdo em massa, em novas tecnologias, se dara no momento da homologacdo de Compliance
do prestador de servicos de tecnologia, por meio do preenchimento do formuldrio de Compliance +
avaliacdo do score de riscos, de acordo com a Politica de Contratos e Homologacao.

Se apods analise, o prestador for considerado score de risco alto, a andlise passara pelos critérios de
aprovacao hierarquico, ou seja, em uma primeira instancia pela geréncia de Compliance, em uma
segunda, pela Diretoria Juridica e de Compliance que, se considerar necessario, podera acionar a
Comissao de Compliance para deliberagao colegiada.

3.12. Desenvolvimento de novos produtos e novos canais
de venda

A avaliagao de riscos de lavagem de dinheiro,financiamento do terrorismo e proliferagao de armas
de destruicao em massa, relacionado ao desenvolvimento de novos produtos e canais de venda, serd
efetuado pela Unidade de Conformidade, antes da implanta¢do do produto e/ou do novo canal de
vendas, nos termos das Politicas de Adequac¢do de Produtos e Desenvolvimento de Novos Produtos
e Novos Projetos.
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3.13. Correcao das Deficiéncias

Todas as perdas verificadas em razao de eventual crime de lavagem de dinheiro, deverdao ser
reportadas no BDPO — Banco de Dados de Perdas Operacionais. O responsdavel por fazer o registro no
BDPO é a area originaria da perda.

As deficiéncias detectadas nos relatorios de efetividade ou mesmo no relatério de efetividade da
empresa terceira ou mesmo no relatério de auditoria interna, deverao ser reportadas a Comissao de
Compliance, diretoria estatutaria e ao gestor da area com deficiéncias, para posterior mapeamento
de gestdo de riscos e implantacao de planos de acdes de melhorias.

3.14. Penalidades

As pessoas obrigadas que deixarem de cumprir o disposto na Circular Susep n? 612/2020, nos termos
da Resolucdo CNSP n? 393/2020, estardo sujeitas as seguintes san¢bes administrativas,
cumulativamente ou nao:
i. Adverténcia;
ii. Multa equivalente ao dobro do valor da operacéo;
iii. Multa equivalente ao dobro do lucro obtido ou que presumivelmente seria obtido pela
realizacdo da operagao; ou
iv. Multa de até R$20.000.000,00 (vinte milh&es de reais);
v. Inabilitacdo pelo prazo de até 10 anos para o exercicio do cargo ou funcgao
(responsabilizacao da pessoa fisica);
vi. Cassacdo da autorizacdo para o exercicio da atividade.

Normas de Conduta Fairfax

v' A Fairfax ndo faz nenhuma doag3o a partidos politicos.

v" E vedado o pagamento de comissdo de corretagem de seguros em contratos
firmados com a administragdo publica, que ndo tenha previsdao no edital de
licitacdo.

v' A Fairfax nd3o efetuard pagamento de indeniza¢do, cujo sinistro esteja
relacionado com a pratica de crime de lavagem de dinheiro, financiamento
do terrorismo, proliferacdo de armas de destruicio em massa ou corrupgao.

v A Fairfax n3o subscrevera riscos relacionados com crimes de lavagem de
dinheiro ou corrupgao.

v’ Segurados e/ou parceiros de negdcios classificados com score vermelho (alto
risco), ndo poderdo formalizar negdcios com a Fairfax e a indenizacdo serd
suspensa para analise juridica e de compliance.

v/ Somente a Comissdo de Compliance ou diretoria estatutdria poderdo
autorizar a formalizagdo de negdcios com clientes ou parceiros de negdcios
com score vermelho.

v A Diretoria Juridica e de Compliance poderd analisar os casos de score
vermelho, e com base no parecer de Compliance, reclassificar o risco para
score amarelo (médio).

v Todo e qualquer prestador de servicos deverd passar pela homologacdo

cadastral de Compliance, antes da formalizagdo do contrato de prestagdo de

Servigos.
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I 5. Comprometimento da alta administracao com a

efetividade e a melhoria continua da politica, dos
procedimentos e dos controles internos relacionados com
a preven¢ao a lavagem de dinheiro e ao financiamento do
terrorismo:

v' A diretoria da Fairfax Brasil Seguros Corporativos S/A, estd comprometida com a melhoria
continua desta Politica de PLD/FT, bem como, com todos os procedimentos e controles internos
de prevencdo aos crimes de lavagem de dinheiro, financiamento do terrorismo, proliferacdo de
armas de destruicdo em massa e corrupcao.

v A promog3o da cultura organizacional de PLD-FT é feita constantemente pelas diversas areas que
compdem a Governanga Corporativa da Fairfax, através de treinamentos corporativos, newsletter,
controles internos, auditoria interna e externa, investimentos tecnolégicos e em pessoas.

v’ As duvidas a respeito desta Politica dever3o ser direcionadas para o Departamento de Compliance
na seguinte caixa departamental: compliance@fairfax.com.br.
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